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M.

CIS will be notified by the Office of the Chief of Police of all transfers,
promotions, demotions, resignations, retirements, and terminations of HPD
personnel so that CrimeNtel System can be updated. Upon receipt of a status
change, the CrimeNtel Administrator will update the CrimeNtel System with the
proper security designation or terminate the person’s access to the CrimeNtel
System. An annual audit of system accounts will be conducted by CIS.

Any unauthorized release of intelligence information shall result in
disciplinary action; and in some cases involving grand jury information and/or
classified material, prosecution.

The Crime and Intelligence Analysis Unit supervisor will conduct an annual
review of the procedures and processes contained in this policy to ascertain if
changes are needed.
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